
CITY OF 
SEATTLE 

DEPARTMENT OF INFORMATION TECHNOLOGY 

PRIVACY IN THE CITY OF 
SEATTLE 
The City of Seattle and the University of Washington partnered to 
make more government data available while respecting the public's 
privacy. 



2 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 

  



3 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 



4 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 



5 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 



CITY OF 
SEATTLE 

DEPARTMENT OF INFORMATION TECHNOLOGY 

BROADBAND 
PRIVACY 



7 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 



8 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 

BROADBAND PRIVACY RULE 

•  Leverages existing 
authority under the 
Communications Act, 
Cable Act 

• Rule requirements: 
○ Attestation that internet 

usage data not shared without 
explicit opt-in permission 
○ Annual privacy notices 
○ Reporting of data sharing to 

the City 

• Penalties includes up to 
loss of cable franchise 
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OPEN DATA AND 
PRIVACY 
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PARTNERSHIP WITH THE  
UNIVERSITY OF WASHINGTON 

• Does open data increase 
public trust in the effective 
and efficient delivery of 
public services? 

• How might the release of 
open data be governed to 
meet the public need for 
privacy? 

• What harms could 
municipal open data lead 
to, including disparate 
racial or social impact? 

Approach: 
• Eight focus groups  
•  Interviews with nine 

departments 
•  Technical analysis of data 
•  Legal analysis of data 
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HOPES 
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FEARS 
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HOW DATA OPENS 

Cities PUSH data to an open 
data portal  

 

People PULL data out (e.g., 
public disclosure requests)  

 

Cities SPILL data (e.g., 
external or internal 
breaches) 



16 CITY OF SEATTLE  DEPARTMENT OF INFORMATION TECHNOLOGY 

RECOMMENDATIONS 

•  Inventory datasets and capture metadata 

• Develop an Open Data Policy 

• Establish a governance structure 

• Conduct training 

• Develop a standard vendor agreement 

• Establish ex ante protocols for data ‘spills’ 

• Explore conditioned access 
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QUESTIONS? 

City of Seattle 

Michael Mattmiller 
Chief Technology Officer, City of Seattle 
Director, Dept of Information Technology 

http://seattle.gov/tech  

michael.mattmiller@seattle.gov 
@SeattleCTO 


